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Workshop 
Notes

This Workshop Notes summarizes the most important information highlighted in the workshop you 
attended. The points below serve as a reminder to help you stay aware and informed about Internet 
Privacy. Don’t forget to share this information with your family and friends to help them protect their 
privacy online.☺ 

Privacy is the state of control a person can have on their information whether it is 
online or offline. 

Internet privacy involves controlling the information that an online user reveals 
about themselves and determining who has access to that information. 

Privacy settings are the parameters that determine others access to your account 
information. By controlling your settings properly, you make sure that your online 
privacy is protected. 

Online hackers depend on many techniques to extract user information, including 
Internet Service Providers, Browser Cookies, Web Bugs, and Phishing Emails and 
websites. 

Some hackers use specific programs to steal the information such as Spyware 
programs or Data Logging. Some even use a malicious proxy server that poses as a 
server protecting your identity but steals your identity instead. 

On-line social networks and search engines can also be utilized by hackers to get their 
hands on your personal information. Some hackers even go further than that and use 
methods of psychologically manipulating people to reveal their personal information 
called Social engineering. 
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To protect your privacy make sure to:

 ● Double check before you post any information online. 

 ● Avoid sharing real pictures on the Internet.

 ● Adjust your privacy settings on social networking sites to avoid unwanted attention 
from others.

 ● Avoid registering for sites which are not secure websites.

 ● Check the website privacy policy before providing your contact information or email 
address. 

 ● Disable popup windows.

 ● Install reliable anti-virus software on your computer and upgrade them regularly.

 ● Stop clicking on advertisements and other offers which are on the web.

It helps if you maintain at least two email accounts, one for social purposes and 
another account for professional and educational purposes. 

Make sure that the passwords you create are strong and updated on a regular basis 
(preferably every 3 months) , always remember to sign out, and never ask a website to 
remember passwords. 

Characteristics of a Strong P@ssw0rd are:

 ● It is least 8 characters—the more characters, the better.

 ● It is a mixture of numbers and letters both uppercase and lowercase.

 ● It includes at least one special character.
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Learner’s
Feedback 

Dear Student,
you have just participated in one of the cyber Safety Workshops. to help us improve the training 
we would like to know your opinion. 

thank you for your cooperation.

Name of school:

Name of your 
teacher: 

Your email /
phone number:

Grade:

YOUR OVERALL
SATISFACTION WITH:

WORKSHOP 
 
 
TRAINER’S PERFORMANCE

(Lowest) (Highest)

1 2 3 4

1 2 3 4
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1. TO WHAT ExTENT DID YOU 
ENjOY THIS WORKSHOP? (Didn’t enjoy) (enjoyed very much)

1 2 3 4

2. TO WHAT ExTENT THE 
INFORMATION PROVIDED WAS 
NEW TO YOU? (not new) (new)

1 2 3 4

3. TO WHAT ExTENT DID 
THE WORKSHOP GIVE YOU 
OPPORTUNITY TO ASK qUESTIONS 
YOU WANTED TO ASK BEFORE?

(I didn’t get 
opportunity to 
ask questions)

(I asked all
questions I wanted)

1 2 3 4

4. WHAT ACTIVITY FROM THE WORKSHOP DID YOU REMEMBER BEST? WHY?
your comment:

5. WHAT ACTIVITY SURPRISED YOU? WHY?
your comment:
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6. WERE THERE ANY UNNECESSARY 
ACTIVITIES IN THIS WORKSHOP? 
your comment:

7. WERE THERE ANY NEW TOPICS   
IN THIS WORKSHOP? 

8. WHAT OTHER TOPICS SHOULD BE COVERED IN FUTURE WORKSHOPS?

9. PLEASE COMMENT ON THOSE ISSUES CONNECTED TO THE WORKSHOP PRESENTED:

Length:

Which topics were new?

your comment:

your comment:

yeS nO

yeS nO

Good too long too short
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Was the workshop 
appropriate for you?

your comment:

(Inappropriate) (appropriate)

1 2 3 4

Did you get new ideas from 
the workshop?  

reason behind your answer:

(no new ideas) (a lot of them)

1 2 3 4

Was the workshop useful for you?

reason behind your answer:

(not useful) (Useful)

1 2 3 4
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10. PLEASE USE THE SPACE BELOW TO WRITE ANY SUGGESTIONS YOU WOULD LIKE US TO 
       CONSIDER WHEN IMPROVING THIS CYBER SAFETY WORKSHOP.


